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1. Purview Overview
Microsoft Purview provides unified data governance across your entire data estate. Fabric integrates natively with Purview for data cataloging, lineage tracking, and information protection.
1.1 Purview Components
	Component
	Purpose

	Data Catalog
	Discover, classify, and document data assets

	Data Map
	Scan and register data sources across estate

	Data Lineage
	Track data flow from source to consumption

	Data Estate Insights
	Analytics on data governance posture

	Information Protection
	Sensitivity labels and DLP policies



1.2 Fabric Integration Points
1. Automatic metadata scanning of Fabric items
1. Sensitivity label inheritance and enforcement
1. End-to-end lineage from source to report
1. Classification of sensitive data in Lakehouses
1. Unified governance across hybrid data estate


2. Data Catalog
The data catalog enables data discovery and documentation across your Fabric environment.
2.1 Automatic Registration
1. Fabric items automatically appear in Purview
1. Metadata extracted: schema, columns, types
1. Relationships captured from semantic models
1. Updates sync periodically
2.2 Asset Types Cataloged
	Fabric Item
	Purview Asset Type

	Lakehouse Table
	Azure Data Lake Storage Gen2 / Delta Table

	Warehouse Table
	Azure Synapse Analytics Table

	Semantic Model
	Power BI Dataset

	Report
	Power BI Report

	Pipeline
	Data Factory Pipeline

	Dataflow
	Power BI Dataflow



2.3 Business Glossary
1. Define standard business terms
1. Link terms to technical assets
1. Create term hierarchies
1. Assign term owners
1. Enable self-service data discovery


3. Data Lineage
Lineage tracking shows how data flows through your Fabric environment from source to consumption.
3.1 Automatic Lineage Capture
1. Pipeline activities: Copy, Dataflow, Notebook
1. Lakehouse transformations via Spark
1. Warehouse stored procedures and views
1. Semantic model data sources
1. Report to semantic model connections
3.2 Lineage Visualization
Lineage Flow Example:

Source System (SQL Server)
       │
       ▼
Pipeline: Copy Activity
       │
       ▼
Lakehouse: Bronze Table
       │
       ▼
Notebook: Transformation
       │
       ▼
Lakehouse: Gold Table
       │
       ▼
Semantic Model
       │
       ▼
Power BI Report
3.3 Lineage Use Cases
1. Impact analysis: What reports affected by source change?
1. Root cause analysis: Where did bad data originate?
1. Compliance: Prove data handling for audits
1. Documentation: Understand data transformations


4. Sensitivity Labels
Sensitivity labels classify and protect data based on organizational policies.
4.1 Label Configuration
	Label
	Protection
	Use For

	Public
	None
	Published content

	General
	Watermark
	Internal docs

	Confidential
	Encryption, restrict access
	Business sensitive

	Highly Confidential
	Encryption, prevent export
	PHI, PII, financial



4.2 Label Inheritance
1. Source data labels flow to downstream items
1. Semantic model inherits from Lakehouse
1. Reports inherit from semantic model
1. Exports carry sensitivity labels
1. Highest label wins when combining data
4.3 Applying Labels in Fabric
1. Manual: Set label on item in portal
1. Automatic: Based on content classification
1. Inherited: From upstream data sources
1. Mandatory: Require label before sharing


5. Data Classification
5.1 Automatic Classification
1. Scans detect sensitive data patterns
1. Built-in classifiers: SSN, credit card, etc.
1. Custom classifiers for domain-specific data
1. Classification rules trigger labels
5.2 Built-in Classifiers
	Classifier
	Detects

	US Social Security Number
	XXX-XX-XXXX pattern

	Credit Card Number
	Major card formats

	US Driver's License
	State-specific formats

	Email Address
	Standard email patterns

	US Phone Number
	US phone formats

	Medical Terms
	ICD codes, diagnoses



5.3 Custom Classifiers
1. Regular expression patterns
1. Keyword dictionaries
1. Exact data match
1. Trainable classifiers


6. Implementation
6.1 Setup Steps
1. 1. Enable Purview in Microsoft 365 admin
1. 2. Connect Fabric tenant to Purview
1. 3. Configure sensitivity labels
1. 4. Set up classification rules
1. 5. Enable automatic scanning
1. 6. Create business glossary terms
6.2 Governance Workflow
1. Data steward registers new data assets
1. Automatic classification runs
1. Steward reviews and applies labels
1. Business users discover via catalog
1. Lineage tracked automatically
6.3 Best Practices
1. Start with critical data domains
1. Define clear label policies
1. Train data stewards on classification
1. Monitor classification coverage
1. Review lineage for accuracy
1. Integrate with data quality processes
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